
 

 

Acceptable use policy for the WIS_Secure wireless network 
 
Your registration to the WIS_Secure service constitutes confirmation of your acceptance of 
the following policy: 

 The device registered is your own, and is to be used by you only. 

 This wireless service will not be misused. Examples of misuse include yet are not limited 
to: 

 Fraud and theft 

 System sabotage 

 Introduction of viruses, Trojans, malware and spyware 

 Unauthorized access to any service 

 Hacking or attempted hacking 

 The Information Security team will verify compliance with this policy via numerous 
means. 

 
Any misuse or deviation from this policy may result in premature termination of all on-
campus wireless services, without refund. 
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